
KULINDU KODITHUWAKKU

SUMMARY

Curious and committed to continuous learning, especially in the fast-paced world of technology, I
enjoy taking on challenges with a proactive mindset and a focus on practical solutions. I value
teamwork, effective communication, and supporting those around me. With a strong work ethic and
the ability to adapt quickly, I aim to contribute meaningfully and deliver quality results. I'm always
open to new ideas and opportunities that foster growth and create a lasting impact in both
technical and collaborative environments.

Malabe Sri Lanka  • +94 76 658 5478 • kulindukodithuwakku@gmail.com
kulindu.netlify.app

WORK EXPERIENCE

I volunteer in a platform and community focused on undergraduates, where we conduct
cybersecurity awareness sessions to help students learn about the industry, understand real-
world threats, and gain practical insights into how experts work in the field.

Cybersecurity Consultant (Freelance) - Legion Offensive Security Jun 2024 - Present

Digital Marketing Intern (Part Time) - Benn Consortium
I worked as a Digital Marketing Intern at Benn Consortium, where I was involved in promoting
real estate projects through strategic online campaigns. During my time there, I helped create
engaging content, supported social media management, and gained hands-on experience in
using digital platforms to reach and connect with potential customers effectively.

Feb 2025 - Apr 2025

PERSONAL DETAILS

Name in full              - Rajapakshe Pathirannahelage Kulindu Ransiha Edirisinghe Kodithuwakku
Address                    - 230 Nakandapola Henegama / Millagahawaththa Road Malabe
Gender                      - Male
Nationality                - Sri Lankan
Schools Attended  - Horizon College International

EDUCATION

GCE (O/L) Examination 
Horizon College International

May 2021

Bachelor of Information Technology (Major in Cybersecurity)
Victoria University Melbourne

Aug 2022 - Aug 2025

Foundation in Information Technology
National School of Business Management

Aug 2021 - Aug 2022

Offensive Security Professional - Orel IT
Assisted in simulating real-world attacks to evaluate and strengthen security systems.
Supported penetration testing, privilege escalation, and lateral movement exercises. Gained
hands-on experience in offensive security tools, techniques, and reporting.

July 2025 - Present



PROFESSIONAL CERTIFICATIONS

Hack The Box Certified Penetration Testing Specialist 
Hack The Box

May 2025

Cybersecurity Professional Certificate
Google

2023

eJPT
INE Security

Apr 2025

ACHIEVEMENT

Champions
Cybersecurity Summit 2024 - Cicra

Dec 2024

Runners Up
CryptX - University of Sri Jayawardhenapura Kotte

2025

Champions
Cypher 2.0 - Kothalawala Defense University

Apr 2025

Second Runners Up 
Battle of the Multiverse - LNBTI University

2024

Second Runners Up 
Medusa - University of Kelaniya

2025

Second Runners Up 
AlgoXplorer - NSBM

2025

287  out of 1128 Teamsth

Hack the Box University CTF 2024
2024

179  out of 8130 Teamsth

Hack the Box Cyber Apocalypse 2025
2025

878  out of 7000+ Playersth

PicoCTF 2024
2024

Certified Red Team Analyst
Cyber Warfare Labs

July 2025

PT1
Try Hack Me

August 2025

Hack The Box Certified Bug Bounty Hunter
Hack The Box

September 2025

Hack The Box Certified Web Exploitation Specialist
Hack The Box

September 2025

Certified Red Team Professional
Altered Security

Reading

Second Runners Up 
CyberShield 4.0 - SLIIT

2025

Champions
Cypher 2.0 - Kothalawala Defense University

Apr 2025



PROJECTS

A weekly series where we explore real-world cybersecurity techniques, tools, vulnerabilities, and
defenses to level up your skills and stay one step ahead of attackers.

Legion Offensive Security
Security Sudays

Created Capture The Flag (CTF) challenges focused on security vulnerabilities to educate school
students, as part of the Cicada 404 cybersecurity initiative by Devi Balika Vidyalaya.

Devi Balika Vidyalaya
CICADA 404 CTF

Developing a localized Cyber Threat Intelligence (CTI) platform as my final year project, focused on
identifying, analyzing, and sharing region-specific cyber threats to enhance proactive defense within
local networks and organizations.

Final Year Project
CTI Platform (Under Development)

Created an Active Directory network as part of my Enterprise Network module, focusing on building
and managing systems tailored to real-world business scenarios and security requirements.

Victoria University
Active Directory Network

REFERENCES

Associate Analyst - Deloitte
+94 76 368 7637
sachifernando@deloitte.com

Sachintha Fernando 
Information Security Analyst - CryptoGen
+94 71 277 2652
heshan@destinyoo.com

Heshan Perera

EXTRA CURRICULAR ACTIVITES

Before transitioning to my undergraduate journey, I served as the Sergeant at Arms for the Interact
Club at ICHCI, where I eventually passed on my responsibilities to my junior.

Interact Club of Horizon College International
Seargent at Arms - (Former)

I was the Athletics Captain at Horizon College International for 2020 and 2021, where I had the
privilege of leading the team to many victories for our school.

Horizon College International
Athletics Captain - (Former)

I served as the Director of Finance for ICHCI during 2020-2021, where we focused on a range of
online projects in response to the disruptions caused by COVID.

Interact Club of Horizon College International
Director Finance - (Former)

Created Capture The Flag (CTF) challenges focused on security vulnerabilities to educate students,
as part of the Cyber Sprint 2.0 cybersecurity initiative by NSBM ISACA Student Society and NSBM
CSSL Student Society

National School Of Business Management
Cyber Sprint 2.0


